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Abstract of the contribution:  This contribution proposes the inclusion in TR 23.799 (Study on Architecture for Next Generation System) of a key issue concerning advanced group communication.  
1. Need for Advanced Group Communication
The support of existing and emerging needs for group communication, especially in support of mission-critical (i.e., public safety) communications, by the next generation system architecture was originally established in the Rel-12 Stage 1 service requirements for Group Communication System Enablers for LTE in TS 22.468.  Consideration of the SMARTER and CriC use cases and potential operational requirements being specified in TR 22.891 (V1.3.2) and TR 22.862 (V0.3.1), respectively, suggests that the NexGen architecture must include support for advanced (i.e., more efficient and capable) group communication capabilities.  For example, in TR 22.862 (clause 5.6) it is stated:
5.6
Mission critical services
5.6.1
Description

Editor’s Note: This description comes from SMARTER TR 22.891 section 5.1, 5.2, 5.3, 5.12, 5.31, 5.54, 5.65, 5.68, and 5.72.

The use case family of Mission critical services covers those use cases in 3GPP TR 22.891 [2] that describe communications that are critical and need a higher priority over other communications in the networks, and require some means of enforcing this priority. Also use cases that provide coverage and services in remote or catastrophe-stricken areas have been included.

The mission critical communications may need a higher priority over regular traffic because it is used to control devices that have very high latency or reliability requirements. Some other types of mission critical communications may need a higher priority when the network is overloaded, e.g., fire brigade personnel having a higher priority over other users on the site of the fire.

5.6.2
Traffic scenarios
5.6.2.1
Public Safety Lifeline
In many cases, public safety responders are called upon to enter disaster areas within enclosed spaces, such as burning buildings, collapsed mines, sinking ships, and subway tunnels.

According to the "NGMN 5G White Paper" [5] section 3.2.1, sub-clause xvii:

Public Safety - The public safety organisations will need enhanced and secure communications. This, for instance, will include real time video and ability to send high quality pictures. The main challenge is to ensure (ultra) reliable communication over the entire footprint of the emergency services including land, sea, air, in-building and some underground areas such as basements and subway systems. It will also require priority over other traffic (in networks shared with other users), ability for direct communication between devices, and high security.

In these situations distributed antenna systems, WiFi and other in-building communication systems may not be functioning properly. It is necessary for responders to have a method for reliable communications, even if at minimal levels. In these situations the employed radios need to work under a potentially very large path loss, yet still provide prompt delivery of media. Both network mediated and direct device to device communications are envisioned.
5.6.2.2
Public Safety Situational Awareness
Editor’s Note: This traffic scenario needs further elaboration, clarifications, references and information.

Within the timeframe of 5G, the public safety officer is expected to rely heavily on advanced analytics in order to "digest" the environment and produce relevant audio and visual feedback. An example of such application is an augmented reality overlay in a heads-up display and audio. This information may be generated by a large central processing hub operating on continuously updating input from fixed sensors; another possible source can be a 4π steradians video and audio from the public safety officer. This type of application may require a very high uplink bit rate in order to transfer the video and audio data to the central processing hub. As an example, the service may have to be able of uplink transfer of 100 Mpixel picture each second ("high quality" Q = 50 JPEG) plus five-microphone HD audio and of downlink transfer of 1 Mb audio/visual annotated file each second.
5.6.3
Potential requirements

Editor’s note: Text in this section has been accepted on a provisional basis and is subject to further scrutiny, clarifications, and inclusion of additional information.

The 3GPP system shall provide uplink and downlink data transfer rates for public safety group and private communications, supporting real-time voice, video and data to users that are stationary or who move at pedestrian speed.

The 3GPP system shall be capable of providing real time audio and video information derived from real-time processing of data obtained in the environment surrounding a public safety officer and correlated in a timely fashion with relevant databases.

Other relevant use cases and potential operational requirements concerning advanced group communications using advanced broadcast/multicast capabilities can be found in the Stage 1 TRs; for example in TR 22.891 the following are described:

5.1
Ultra-Reliable Communications
5.3
Lifeline Communications / Natural Disaster
5.36
In-Network and Device Caching
5.56
Broadcasting Support

5.57
Ad-hoc Broadcasting

5.64
User Multi-Connectivity across Operators
5.70
Broadcast/Multicast Services using a Dedicated Radio Carrier
5.72
5G Connectivity Using Satellites
5.74
Priority, QoS and Policy Control
2. Proposal
This contribution proposes the inclusion in TR 23.799 (Study on Architecture for Next Generation System) of a key issue concerning advanced group communication.  The intent of the contribution is to help ensure that the NexGen system architecture specification will adequately support current and emerging critical communications, including mission-critical (i.e., public safety) communications.  However, the broader intent is to consider in the development of the NexGen system architecture how advanced group communication can be realized to more capably and efficiently support a wide variety of existing and emerging services.
3.  Proposed modification of TR 23.799 (V0.2.0)
Consistent with proposals made above, the following provides the proposed changes to the text of TR 23.799 (V0.2.0):
Start of Changes
5
Key Issues

5.x
Key Issue x – Advanced Group Communication
Editor’s Note:  This key issue will address how advanced group communication can be architecturally supported by the NexGen system.  Architecture solutions proposed under this key issue will take into account critical communications, including mission-critical communications (i.e., public safety), supported by the NexGen architecture in consideration of the Stage 1 CriC use cases and potential operational requirements specified in TR 22.862.  As necessary, this key issue will also address critical communications, including mission-critical communications, use cases and potential operational requirements for SMARTER as specified in TR 22.891 and other relevant Stage 1 service requirements (e.g., TS 22.468).

5.x.1
Description 

The specification of the NexGen system provides an opportunity to develop a system architecture supporting advanced (e.g., more capable and efficient) group communication capabilities as specified by relevant Stage 1 requirements.  For example, advanced on-network and off-network group communication is needed to adequately support current and emerging critical communications, including the group-based mission-critical voice, data, and video communications needed by public safety (e.g., see TR 22.862 [5]).   In this regard, the following areas are identified for NexGen architecture study under this key issue involving consideration from the EPS, CN, RAN, UE, IMS, and application perspectives:

1.
The NexGen architecture is required to provide advanced group communication system enablers supporting a robust group communication service both on-network and off-network.  A group communication service is intended to provide a fast and efficient mechanism to distribute the same content to multiple entities (e.g., users, devices, relays, application servers) in a controlled manner and allow flexible modes of operation as the entities and the environment they are operating in evolves.  The NexGen system is expected to enable entities to efficiently communicate to several groups at the same time in parallel (e.g., voice to one group, different streams of video or data to several other groups).

2.
Specific solutions proposed under this key issue include those needed to address:

-
Functional and performance architecture requirements common to on- and off-network group communication, specific to on-network group communication, and specific to off-network group communication (e.g., high-level requirements, performance, service continuity, resource efficiency, scalability, security, UE-Network relay, and UE-to-UE relay).
-
Group handling (e.g., group management and geographic scope of groups).
-
Group communication (e.g., setup performance, services to the group member, group member requests of the system, priority and pre-emption of group communication, services provided during an ongoing group communication, and user perception of group communication).
-
Interaction with other existing and emerging 3GPP and other services and features (e.g., emergency calling, interaction with proximity-based services involving discovery and communication with or without discovery, support of 3GPP application architecture specifications such as MCPTT and IOPS, support of IMS).
-
Consideration of the overall NexGen architecture, related NexGen architecture key issues (e.g., session management) and relevant 5G capabilities specified by RAN.
The Advanced group communication key issue will be addressed in coordination with other key issues to avoid overlap and to promote completeness in the NexGen architecture study.  

Editor’s Note:  As the SMARTER, CriC, and related service requirements are further developed in the relevant Stage 1 specifications and the NexGen architecture assumptions/requirements and key issues are further developed in the present Stage 2 document, refinement of the Advanced group communication key issue will be made as appropriate.
End of Changes
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